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**Цель работы:** познакомиться с моделями безопасности и существующими методиками оценки рисков.

**Условие**

**Этап 1.** Определение границ исследования. Для этого определяется состав и структура основных информационных активов системы. Пусть в нашем случае информационными активами системы являются.

Актив 1. Данные, поступившие за день в СУБД из Интернета,

Актив 2. Данные, поступившие за день в СУБД из ВКС.

Актив 3. Данные, поступившие за день в СУБД с РМ пользователей.

Актив 4. Программное обеспечение системы.

Актив 5. Данные в СУБД

**Этап 2.** Стоимость ресурсов

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Актив | 1 | 2 | 3 | 4 | 5 |
| Стоимость, руб. | 700 | 500 | 3200 | 100000 | 5000000 |

**Этап 3.** Определение угроз.

Пусть основными угрозами с наиболее высокими приоритетами выбраны:

Угроза 1. Проникновение из Интернета в сеть организации вредоносного программного обеспечения.

Угроза 2. Несанкционированный доступ к информационным активам сотрудника компании, завербованного конкурентами и передающего им информацию.

Существующие уязвимости:

Уязвимость 1. Отсутствие антивирусного ПО и брандмауэра.

Уязвимость 2. Слабый контроль за назначением паролей пользователей.

Пусть в результате реализации угрозы 1 с вероятностью 0,6 наступило последствие «Финансовые потери, связанные с восстановлением ресурсов», причём вредоносное ПО проникало в сеть организации 6 раз в год и каждый раз повреждало на 100% активы 1–3 и на 30% актив 4. Актив 5 был защищён резервным копированием и повреждением его можно пренебречь.

Кроме того, в результате реализации этой угрозы наступило последствие «Дезорганизация деятельности компании». За 6-кратное в течение года проникновение вредоносного ПО цена ущерба по этому последствию составила 2100 руб.

Пусть в результате реализации угрозы 2 с вероятностью 0,4 наступило последствие «Финансовые потери от разглашения и передачи информации конкурентам». Цена ущерба по этому последствию составила 5600 руб.

Кроме того, в результате реализации этой угрозы наступило последствие «Ущерб репутации организации». Цена ущерба по этому последствию за счёт уменьшения потока заказов и неприятностей со стороны государственных органов составила 8800 руб.

**Этап 5.** Выбор методов парирования угроз. Пусть методом парирования угрозы 1 является закупка определённого набора программных средств фаерволла (брандмауэра), а методом парирования угрозы 2 – разработка и внедрение системы назначения паролей для доступа к информационным активам.

Стоимость наилучшего брандмауэра – 9000 руб.

Стоимость разработки и внедрения наилучшей системы назначения паролей – 2000 руб.

Утверждённый годовой бюджет на информационную безопасность составляет 8000 руб.

**Задание 1**

Найти цену ущерба по угрозе 1.

**Получившийся результат**

ЦЕНАущерба = 6\*(700+500+3200+100000\*0,3)+2100 = 208500 руб.

**Задания 2**

Найти цену ущерба по угрозе 2.

**Получившийся результат**

ЦЕНАущерба = 5600+8800 = 14400 руб.

**Задание 3**

Найти суммарный риск для информационной системы - РИСКобщий.

**Получившийся результат**

РИСКобщий = 0,6\*(208500-2100)+0,4\*14400+0,6^6\*2100 = 129697,98 руб.

**Задание 4**

Исходя из критерия «Как, оставаясь в рамках утвержденного годового бюджета на информационную безопасность достигнуть максимального уровня защищенности информационных активов компании (минимума риска)?» оптимально распределить выделенные средства на парирование угроз, считая, что для рассматриваемой корпоративной информационной системы экспертным путём установлено, что:

– недостаток каждых *х*% средств от стоимости наилучшего брандмауэра позволяет приобрести более дешёвый брандмауэр, оставляющий, однако, риск угрозы в размере:

|  |  |
| --- | --- |
| [руб.] | (2.7) |

– недостаток каждых *у*% средств от стоимости наилучшей системы назначения паролей позволяет приобрести более дешёвую систему, оставляющую, однако, риск угрозы в размере:

|  |  |
| --- | --- |
| [руб.] | (2.8) |

Определить значение оставшегося суммарного риска для информационной системы после парирования угроз (РИСКобщий ост).

**Получившийся результат**

Требуется купить более дешевый брандмауэр ценой в 6000 руб. и наилучшую систему назначения паролей за 2000 руб.

РИСКобщий ост = 58440\*((9000-6000)/9000)+14160\*((2000-2000)/2000) = 19480 руб.

**Задание 5**

Оценить (в процентах) эффективность принятых мер для парирования угроз, т.е. найти отношение (РИСКобщий - РИСКобщий ост)/ РИСКобщий\*100%.

**Получившийся результат**

(РИСКобщий - РИСКобщий ост)/ РИСКобщий\*100% = (129697,98 – 19480) / 129697,98 \* 100% = 84,98%

**Задание 6**

Для всех выявленных угроз и уязвимостей определить уровень угрозы по уязвимости **(***Th*) и уровень угрозы по всем уязвимостям (*CTh*), если критичность реализации угрозы 1 через уязвимость 1 (*ER*) составляет 100%, критичность реализации угрозы 1 через уязвимость 2 составляет 20%; угрозы 2 через уязвимость 1 – 40%; угрозы 2 через уязвимость 2 – 30%. Реализации угроз через каждую из уязвимостей считать равновероятными.

**Получившийся результат**

![](data:image/png;base64,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)

**Контрольные вопросы:**

1. Что такое информационная безопасность, защита информации?

**Информационная безопасность** – защищенность информации и поддерживающей инфраструктуры от случайных или преднамеренных воздействий естественного или искусственного характера, которые могут нанести неприемлемый ущерб субъектам информационных отношений (владельцам и пользователям информации и поддерживающей инфраструктуры).

**Защита информации** – это комплекс мероприятий, направленных на обеспечение информационной безопасности.

1. Какие модели безопасности вы знаете? Опишите их.

Понятие информационной безопасности может быть пояснено с помощью **моделей безопасности.**

Система считается безопасной, если она может противостоять нарушениям. Но нарушений безопасности может быть очень много. Суть моделей безопасности в том, что множество всех видов нарушений безопасности делится на несколько базовых групп. Затем любое из нарушений относится к одной из групп. Если система может противостоять любой из групп нарушений, то она считается безопасной.

Одной из первых и наиболее популярных моделей безопасности является **модель «Триада КЦД»** (Конфиденциальность, Целостность, Доступность) или в англоязычной форме – **CIA** (Confidentiality, Integrity, Availability).

Популярными моделями безопасности являются **«Гексада Паркера» и модель STRIDE,** используемая компанией Microsoft для разработки безопасного ПО.

1. Что понимается под конфиденциальностью, доступностью, целостностью?

Под конфиденциальностью, доступностью, целостностью понимаются базовые группы нарушений, которые помогают определить безопасность системы. Если система может противостоять любой из групп нарушений, то она считается безопасной.

1. Дайте определения терминам: уязвимость, угроза, атака, риск.

**Уязвимость** – это слабое звено информационной системы.

Например:

- сбои и отказы оборудования ИС;

- последствия ошибок проектирования и разработки компонентов ИС: аппаратных средств, технологий обработки информации, алгоритмов, программ, структур данных и т.п. (ошибка в программе, использование слабого алгоритма шифрования)

- ошибки настройки и эксплуатации (примитивный пароль, неправильное назначение прав доступа к файлу с важными данными)

**Угроза** – потенциальная возможность нарушить информационную безопасность (конфиденциальность, целостность, доступность информации).

**Атака** – реализованная угроза.

Атака может произойти только тогда, когда одновременно существуют уязвимость и направленная на использование этой уязвимости угроза.

**Риск** – вероятностная оценка величины возможного ущерба, который может понести предприятие в результате успешно проведенной атаки.

1. Как и по каким критериям можно классифицировать угрозы?

Критерий 1. Ущерб репутации организации.

Критерий 2. Финансовые потери, связанные с восстановлением ресурсов.

Критерий 3. Дезорганизация деятельности компании.

Критерий 4. Финансовые потери от разглашения и передачи информации конкурентам, а также другие критерии.

1. Приведите известные вам примеры атак.

DDoS – атака.

1. Что такое управление рисками? Какие этапы включает управление рисками?

**Управление рисками** – это системный анализ угроз, прогнозирование и оценка их последствий для предприятия и выбор контрмер, направленных на уменьшение возможного негативного воздействия нарушений на деятельность предприятия.

Управление рисками включает 3 этапа:

1. Анализ уязвимостей;
2. Оценка рисков;
3. Риск-менеджмент.

**Анализ уязвимостей** – объективное исследование реально существующих активов предприятия, являющихся объектом защиты: оборудования, сети, ПО, документации, баз данных. Выявление уязвимостей и возможных угроз.

**Оценка рисков** – ранжирование возможных угроз по степени опасности. Вычисление рисков (чем выше ущерб и вероятность, тем больше риск).

**Риск-менеджмент** – принятие конкретных мер (разработка и внедрение политики безопасности предприятия).

По каждому риску предпринимаются меры из списка:

- Принятие риска. Касается неизбежных атак, наносящих приемлемый ущерб.

- Устранение риска. Существующий риск сводится на нет либо устранением уязвимости (исправить ошибку), либо угрозы (установить антивирус).

- Снижение риска. Если риск невозможно ни принять, ни устранить, то предпринимаются действия по его снижению (более строгие требования к паролям).

- Перенаправление риска. Если невозможно вышеизложенное, то риск может быть перенаправлен страховой компании.

1. Какие существуют методики оценки рисков и управления ими? Опишите этапы методики оценки рисков CRAMM.

Методики управления рисками делятся на количественные и качественные.

**Качественные методики управления рисками** приняты на вооружение в технологически развитых странах многочисленной армией внутренних и внешних IT-аудиторов. Эти методики достаточно популярны и относительно просты, и разработаны, как правило, на основе требований международного стандарта ISO 17799–2002.

К качественным методикам управления рисками относятся методики *COBRA* и *RA Software Tool*.

**Количественные методики управления рисками** по сути сводятся к поиску единственного оптимального решения из множества существующих. Например, необходимо ответить на следующие вопросы: «Как, оставаясь в рамках утвержденного годового (квартального) бюджета на информационную безопасность, достигнуть максимального уровня защищенности информационных активов компании?» или «Какую из альтернатив построения корпоративной защиты информации (защищенного *WWW* сайта или корпоративной *e-mail*) выбрать с учетом известных ограничений бизнес-ресурсов компании?»

К количественным методикам управления рисками относятся методики *CRAMM*, *DREAD*, *RiskWatch, MethodWare* и др.

**Методика *CRAMM****.*

В основе метода CRAMM лежит комплексный подход к оценке рисков, сочетающий количественные и качественные методы анализа.

Управление рисками осуществляется в несколько этапов.

Первый этап **-** инициализации – «*Initialization*» – определяются границы исследуемой информационной системы компании, состав и структура ее основных физических и информационных активов и транзакций. Первичная информация собирается в процессе бесед с менеджерами проектов, менеджером пользователей или другими сотрудниками.

На этапе 2 идентификации и оценки ресурсов – «*Identification and Valuation of Assets*» – четко идентифицируются активы и определяется их стоимость. Расчет стоимости информационных активов однозначно позволяет определить необходимость и достаточность предлагаемых средств контроля и защиты.

На этапе 3 оценивания угроз и уязвимостей – «*Threat and Vulnerability Assessment*» – идентифицируются и оцениваются угрозы и уязвимости информационных активов компании. Для такой оценки и идентификации в коммерческом варианте метода *СRAMM* (профиль *Standard*, в других вариантах совокупность будет иной, например, в версии, используемой в правительственных учреждениях, добавляются параметры, отражающие такие области, как национальная безопасность и международные отношения) используется следующая совокупность критериев (последствий реализации угроз информационной безопасности).

Критерий 1. Ущерб репутации организации.

Критерий 2. Финансовые потери, связанные с восстановлением ресурсов.

Критерий 3. Дезорганизация деятельности компании.

Критерий 4. Финансовые потери от разглашения и передачи информации конкурентам, а также другие критерии.

Этап 4 анализа рисков – «*Risk Analysis*» – позволяет получить количественные оценки рисков. Эти оценки могут быть рассчитаны по формулам (2.1) – (2.4)

На этапе 5 управления рисками – «*Risk management*» – предлагаются меры и средства уменьшения или уклонения от риска. Возможно проведение коррекции результатов или использование других методов оценки. Полученные уровни угроз, уязвимостей и рисков анализируются и согласовываются с заказчиком. Только после этого можно переходить к заключительной стадии метода.

На заключительной стадии *CRAMM* генерирует несколько вариантов мер противодействия, адекватных выявленным рискам и их уровням. Контрмеры разбиваются на группы и подгруппы по следующим категориям:

– обеспечение безопасности на сетевом уровне;

– обеспечение физической безопасности;

– обеспечение безопасности поддерживающей инфраструктуры;

– меры безопасности на уровне системного администратора.

1. Как вычислить значение риска по определенной угрозе? Как вычислить совокупный риск нанесения злоумышленниками ущерба информационной системе?

Согласно ГОСТ Р 51897-2002 риск – это сочетание вероятности события и его последствий, а его величина РИСК может быть вычислена по формулам:

|  |  |
| --- | --- |
| РИСК=ВЕРОЯТНОСТЬущерба·ЦЕНАущерба |  |

|  |  |
| --- | --- |
| РИСК=ВЕРОЯТНОСТЬугрозы·ВЕРОЯТНОСТЬуязвимости·ЦЕНАущерба |  |

Если информационный объект (ИО) подвержен нескольким (*N*) угрозам (критериям оценки возможного ущерба) то совокупный РИСКобщий нанесения злоумышленниками ущерба ИО может быть представлен как

|  |  |
| --- | --- |
| , |  |

где *Ui* – ЦЕНАущерба по *i*-й угрозе;

*рi* – ВЕРОЯТНОСТЬущерба (весовой коэффициент) *i*-й угрозы, выбираемый экспертами из условия:

|  |  |
| --- | --- |
|  |  |

Методики управления рисками делятся на количественные и качественные.

1. Что такое критичность реализации угрозы?

**Критичность реализации угрозы (*ER*)** – степень влияния реализации угрозы на ресурс, т.е. как сильно повлияет угроза на работу ресурса.

**Выводы:**

Мы на практике ознакомились с тем, как возможно рассчитать риски, оценить эффективности мер, принятых для парирования угроз, оценили уровни угроз по всем уязвимостям и уровни угроз самих уязвимостей; рассмотрели различные методики управления рисками.